
CYBERSECURITY SOLUTIONS  
Managed ASV Scanning

APPROVED SCANNING VENDORS
The PCI Security Standards Council’s PCI DSS Requirement 11.2.2 mandates that merchants must conduct an 
external network security scan with a PCI approved solution.  The network scan must pass, at a minimum, 
once every ninety days. These network scans are facilitated by Approved Scanning Vendors (ASVs).  ASV is an 
organization with a validated vulnerability scanning service that adheres to the external scanning requirements of 
PCI DSS Requirement 11.2.2. The scanning vendor’s ASV scan solution is tested and approved by PCI Security 
Standards Council (SSC). 
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To learn more about SageNet Managed ASV Scanning solutions, 
visit www.sagenet.com or call 1-866-480-2263.

VULNERABILITY MANAGEMENT 
ASV scanning services are part of SageNet’s Vulnerability 
Management services. Utilizing Clone Guard for PCI 
Compliance Scanning, our goal is to evaluate the current 
status of information systems and applications against 
known vulnerabilities, identify technical gaps, and provide 
a report to assist with remediation.  

• Approved Scanning Vendor (ASV) external scanning  
 services to satisfy PCI DSS requirement 11.2.2.

• Internal scanning service

•	 Initial	scanning	configuration	and	scheduled	set-up

• Vulnerability reporting with remediation recommendations  
 and, when appropriate, Attestation of Scan Compliance  
 reporting

MANAGED SECURITY SERVICES
SageNet’s	security	services	offering	delivers	effective	and	
affordable	security	consulting	and	operational	services	for	
our customers to help them achieve not only the minimum 
standard industry compliance, but also a mature security 
program	 following	 a	 best-practices	 security	 framework.	
The broad range of cybersecurity solutions and services 
are	 delivered	 by	 a	 team	 of	 highly	 trained,	 certified	 and	
experienced cybersecurity professionals.

For those operations that require around the clock 
attention,	SageNet’s	U.S.-based	Network	Operations	and	
Security	Operations	Centers	 (NOCS	 and	 SOCS)	 provide	
ongoing services for continuous security event monitoring, 
investigation, and security solution management. SageNet 
has listened to industry feedback of managed SIEM and 
SOC	vendors	and	has	evolved	our	service	with	the	goal	to	
deliver real value to our customers, resulting in receiving 
contextual alerts & escalations of security events, valuable 
reports, ongoing tuning of the SIEM, and an overall 
customized security services experience.
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Building	and	maintaining	a	security	program	is	difficult.	
SageNet	can	help.	Whether	choosing	to	outsource	or	co-
source your security operations, SageNet’s security team 
is here to support your business needs as you build and 
maintain a robust, mature information security program. 

Why Select SageNet as Your Managed 
Security Services Partner?
SageNet	 is	 a	 relationship-driven	 leader	 in	 managed	 net-
work and cybersecurity services. We connect, manage and 
protect technologies and devices across the enterprise.  
SageNet delivers creative solutions built on an integrated 
cybersecurity	 framework	 and	 best-of-breed	 technology	
from	industry-leading	partners.	
 
We	 offer	 world-class	 service	 and	 support	 via	 three	 US-
based	24/7	Network	Operations	Centers	(NOCs)	and	Se-
curity	Operations	Centers	 (SOCs),	geographically-diverse	
teleports, a central National Logistics Center, three national 
data	centers,	and	a	nationwide	field	service	organization.

With	 a	 three-decade	 track	 record	 in	 managed	 services,	 
SageNet	boasts	a	 long-term	customer	base	 that	 includes	
the	 nation’s	 largest	 retail,	 healthcare,	 financial,	 utilities	
and energy organizations. We manage communications at 
more than 220,000 endpoints.


